Budapest Févaros XII. keriilet Hegyvidéki Polgarmesteri Hivatal és
Budapest Fgvaros XII. keriilet Hegyvidéki Onkormanyzat
Adatvédelmi és Adatkezelési Szabalyzata

1. Bevezetés és a Szabalyzat célja

Jelen szabalyzat célja, hogy meghatirozza a Budapest Févaros XII. kerilet Hegyvidéki
Polgarmesteri Hivatal (a tovabbiakban: Hivatal) és Budapest Févaros XII. kertlet Hegyvidéki
Onkormanyzat (a tovabbiakban: Onkormanyzat) altal végzett adatkezelések soran alkalmazandé
adatvédelmi és adatbiztonsagi elveket és szabalyokat. Célja tovabba az informacios 6nrendelkezési
jog ¢és az adatbiztonsag érvényesitése, a személyes adatok védelme, valamint elsésorban az Eurépai
Parlament és a Tanacs (EU) 2016/679 természetes személyeknek a személyes adatok kezelése
tekintetében torténd védelmérdl és az ilyen adatok szabad dramlasirol, valamint a 95/46/EK
iranyelv hatalyon kiviil helyezésérdl sz616 rendelete (altalanos adatvédelmi rendelet, a tovabbiakban:
GDPR), az informaciés onrendelkezési jogrél és az informacidszabadsagrol szolo 2011, évi CXIIL

torvény (a tovabbiakban: Infotv.), és a tovabbi jogszabalyok el6irasainak valé megfelelés biztositasa.

2. Ertelmezé rendelkezések

Személyes adat: az érintettel kapcsolatba hozhaté adat — killénésen az érintett neve, azonositd
jele, valamint egy vagy tobb fizikai, fiziolbgiai, mentalis, gazdasagi, kulturalis vagy szocialis
azonossagara jellemz6 ismeret -, valamint az adatbdél levonhatd, az érintettre vonatkozo
kovetkeztetés.

Adatkezelés: az alkalmazott eljarastol fuggetlentl az adatokon végzett barmely muvelet vagy a
muveletek Osszessége, gy kilondsen gydjtése, felvétele, rogzitése, rendszerezése, tarolasa,
megvaltoztatasa, felhasznalasa, lekérdezése, tovabbitasa, nyilvanossagra hozatala, 6sszehangolas
vagy Osszekapcsolasa, zarolasa, torlése és megsemmisitése, valamint az adatok tovabbi
felhasznalasanak megakadalyozasa, fénykép-, hang- vagy képfelvétel készitése, valamint a személy
azonositasara alkalmas fizikai jellemz6k (pl. ujj- vagy tenyérnyomat, DNS-minta, iriszkép) rogzitése.

Adatkezel6: az a természetes vagy jogi személy, kozhatalmi szerv, tigynokség vagy barmely egyéb
szerv, amely a személyes adatok kezelésének céljait és eszkozeit 6nalléan vagy masokkal egytitt
meghatarozza.

Adatfeldolgoz6: az a természetes vagy jogi személy, kbzhatalmi szerv, tigynokség vagy barmely
egyéb szerv, amely az adatkezel6 nevében személyes adatokat kezel.

Erintett: birmely informacié alapjan azonositott vagy azonosithat6 természetes személy.

Adatvédelmi incidens: a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy mas moédon
kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését, megvaltoztatasat,
jogosulatlan k6zlését vagy az azokhoz valé jogosulatlan hozzaférést eredményezi.

Adatvédelmi tisztviselS: az a személy, akit az adatkezel6 jelolt ki a GDPR 37. cikkével
Osszhangban, és akinek feladata az adatvédelmi jogszabalyoknak valé megfelelés ellenérzése és

tanacsadas nyujtasa.



3. Az adatkezelés alapelvei
A Hivatal és az Onkormanyzat a személyes adatok kezelése soran az alibbi alapelveket érvényesiti:

Jogszeriiség, tisztességes eljaras és atlathatésag: a személyes adatok kezelését jogszertien és

tisztességesen, valamint az érintett szamara atlathaté modon kell végezni.

Célhoz kotottség: személyes adatok gydjtése csak meghatarozott, egyértelmd és jogszert célbol
torténhet.

Adattakarékossag: az adatkezelés céljai szempontjabol megfelelé és relevans, és a szitkségesre
korlatozodik.

Pontossag: az adatoknak pontosnak és naprakésznek kell lennitik. A pontatlan személyes adatokat
haladéktalanul t6r6lni vagy helyesbiteni kell.

Korlatozott tarolhatésag: a személyes adatok tarolasa olyan formaban, amely az érintettek

azonositasat csak a személyes adatok kezelése céljainak eléréséhez sziikséges ideig teszi lehet6vé.

Integritas és bizalmas jelleg: a személyes adatok kezelését oly médon kell végezni, hogy
megfelel6 technikai vagy szervezési intézkedések alkalmazasaval biztositva legyen a személyes
adatok megfelel6 biztonsaga, az adatok jogosulatlan vagy jogellenes kezelésével, véletlen
elvesztésével, megsemmisitésével vagy karosodasaval szembeni védelem, ideértve az adatok
titkossagat is.

Elszamoltathatosag: az adatkezel$ felel6s a fenti alapelveknek valé megfelelésért, és képesnek
kell lennie e megfelelés igazolasara.

4. Az Adatkezel6k
Adatkezel6 megnevezése: Budapest Févaros XII. kertilet Hegyvidéki Polgarmesteri Hivatal
Székhelye: 1126 Budapest, Bosz6rményi ut 23-25.

Képviselgje: dr. Bitskey Botond, jegyz6

Adatkezel6 megnevezése: Budapest Févaros XIL. keriilet Hegyvidéki Onkormanyzat
Székhelye: 1126 Budapest, Bosz6rményi ut 23-25.

Képvisel6je: Kovacs Gergely, polgarmester

Adatvédelmi tisztviseld: dr. Zsille Katalin Lenke

Elérhetbsége: gdpr@hegyvidek.hu




5. Az adatkezelések jogszertisége és céljai

Az Adatkezelok kizardlag olyan személyes adatokat kezelnek, amelyek kezelésére jogszera
jogalappal rendelkezik. Az adatkezelés jogalapja lehet:

- jogszabalyi kotelezettség: (pl. kotelezé feladatellatas, adézas, szocialis juttatasok),
- szerz6dés teljesitése: (pl. munkaviszony, bérleti szerz6dés),

- érintett hozzajarulasa: (pl. hirlevél feliratkozas, rendezvényekre jelentkezés),

- 1étfontossagu érdek védelme: (pl. vészhelyzet esetén),

- kozérdek vagy az adatkezel6re ruhazott kézhatalmi jogositvany gyakorlasa,

- az Adatkezel6k jogos érdeke.

6. Az adatkezelés folyamata és az adatok kezelése

Az Adatkezel6k biztositjak, hogy az adatkezelés minden fazisa jogszerd és az adatvédelmi elveknek

megfelelS legyen.

Adatgytijtés: csak a sziikséges adatok gyUjtése, megfelel6 jogalap alapjan, az érintettek megfelel6
tajékoztatasa mellett.

Adattarolas:

- személyes adatok tarolasa biztonsagos, zart helyen (fizikai adatok) vagy védett informatikai
rendszereken (digitalis adatok),

- az adatokhoz val6 hozzaférés korlatozasa, csak az arra jogosult munkatarsak részére,
- adatok rendszeres mentése.
Adatfelhasznalas: az adatok kizardlag a meghatarozott célra hasznalhatok fel.

Adattovabbitas: személyes adatok csak akkor tovabbithatok harmadik fél részére, ha arra
jogszabaly kotelez, az érintett hozzajarul, vagy az adatkezelés céljahoz elengedhetetlen (pl.
adatfeldolgozo részére, szerz6dés alapjan). Az adatatadasrol nyilvantartast kell vezetni.

Adatok torlése, megsemmisitése: az adatok torlése vagy megsemmisitése az adatkezelés céljanak

megszinésével vagy a jogszabalyban el6irt tarolasi id6 lejartaval.

7. Adatfeldolgozok

Amennyiben az Adatkezel6k adatfeldolgozot vesznek igénybe (pl. informatikai szolgaltato,
konyveld), az adatfeldolgozassal kapcsolatos jogokat és kotelezettségeket irasbeli szerz6désben kell
régziteni a GDPR 28. cikkének megfelel6en. Az adatfeldolgozé kizarélag az Adatkezel6k utasitasai
szerint jarhat el, és koteles biztositani az adatok megfelel6 biztonsagat.



8. Az érintettek jogai
Az AdatkezelSk biztositjak az érintettek GDPR-ban foglalt jogainak gyakorlasat:

Tajékoztatashoz valé jog: Az érintett kérésére tajékoztatast ad az érintett altala kezelt, illetve az
altala vagy rendelkezése szerint megbizott adatfeldolgoz6 altal feldolgozott adatairdl, azok
forrasarol, az adatkezelés céljarol, jogalapjardl, id6tartamardl, az adatfeldolgozé nevérdl, cimérdl és
az adatkezeléssel Osszefiiggd tevékenységérol, tovabba — az érintett személyes adatainak tovabbitasa
esetén — az adattovabbitas jogalapjarol és cimzettjérol.

Hozzaférés joga: Az érintett jogosult visszajelzést kapni arra vonatkozoéan, hogy személyes
adatainak kezelése folyamatban van-e, és ha igen, hozzaférést kapni a személyes adatokhoz és a
kapcsol6dé informacidkhoz.

Helyesbités joga: Az érintett kérheti a pontatlan személyes adatok helyesbitését, vagy a hianyos
adatok kiegészitését.

Torléshez valé jog: Az érintett jogosult arra, hogy kérésére az Adatkezel6k indokolatlan
késedelem nélkil tor6ljék a ra vonatkozo személyes adatokat bizonyos feltételek fennalldsa esetén.

Adatkezelés korlatozasahoz valé jog: Az érintett jogosult arra, hogy kérésére az Adatkezel6k
korlatozzak az adatkezelést bizonyos feltételek fennallasa esetén.

Adathordozhatosaghoz valé jog: Az érintett jogosult arra, hogy a ra vonatkozé, altala az
Adatkezel6k rendelkezésére bocsatott személyes adatokat tagolt, széles korben hasznalt, géppel

olvashat6é formaban megkapja, és ezeket az adatokat egy masik adatkezel6nek tovabbitsa.

Tiltakozashoz valé jog: Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbol
barmikor tiltakozzon személyes adatainak kezelése ellen.

Automatizalt dontéshozatal egyedi ligyekben, beleértve a profilalkotast: Az érintett jogosult
arra, hogy ne terjedjen ki ra az olyan, kizarélag automatizalt adatkezelésen —ideértve a profilalkotast
is — alapulé dontés hatalya, amely ra nézve joghatassal jarna vagy 6t hasonloképpen jelentds
mértékben érintené.

Panaszjog: Az érintett panaszt tehet a Nemzeti Adatvédelmi és Informacioszabadsag Hatdsagnal
(cim: 1055 Budapest, Falk Miksa utca 9—11., postacim: 1363 Budapest, Pf.: 9., telefon: +36 1 391
1400, fax: +36 1 391 1410, e-mail: ugyfelszolgalat@naih.hu, web: www.naih.hu).

Birésagi jogorvoslathoz valé jog: Az érintett jogosult birdsagi jogorvoslatra, ha ugy itéli meg,
hogy a személyes adataival kapcsolatos jogait megsértették.

Az Adatkezel6 indokolatlan késedelem nélkil, de mindenféleképpen a kérelem beérkezésétol
szamitott egy honapon belil tajékoztatja az érintettet a kérelem nyoman hozott intézkedésekrol.
Sziikség esetén, figyelembe véve a kérelem Osszetettségét és a kérelmek szamat, ez a hataridé
tovabbi két hoénappal meghosszabbithat6. A hataridé6 meghosszabbitasardl az adatkezel6 a
késedelem okainak megjelolésével a kérelem kézhezvételétdl szamitott egy honapon belil
tajékoztatja az érintettet.

9. Adatbiztonsag



Az Adatkezel6 az adatkezelés biztonsagat szolgalé technikai és szervezési intézkedéseket hoz az
adatok jogosulatlan hozzaférés, megvaltoztatas, tovabbitas, nyilvanossagra hozatal, torlés vagy
megsemmisités, valamint a véletlen megsemmisiilés és sérilés, tovabba az alkalmazott technika
megvaltozasabol fakad6 hozzatérhetetlenné valas ellen.

Technikai intézkedések (példak):
Jelszavas védelem (komplex jelszavak, rendszeres valtoztatas).
Halozati biztonsag (tGzfalak, virusvédelem).

Hozzatérési jogosultsagok kezelése (csak a szikséges hozzaférés biztositasa a
munkatarsaknak).

Rendszeres biztonsagi mentések.
Titkositas (érzékeny adatok esetén).

Fizikai biztonsag (zarhaté irodak, irattarak).

Szervezési intézkedések (példak):
Adatkezelési feladat- és felel§sségi korék pontos meghatarozasa.
Adatvédelmi incidens kezelési eljaras.

Rendszeres feliilvizsgalat és audit.

10. Adatvédelmi incidensek kezelése

Az Onkormanyzat az adatvédelmi incidenseket haladéktalanul kezeli a kévetkezd eljarasrend
szerint:

Incidens észlelése: Barmely munkatars koteles haladéktalanul jelenteni az adatvédelmi
tisztviselének az észlelt incidenst.

Incidens kivizsgalasa: Az incidens korulményeinek, hatasainak és az érintettek korének
felmérése.

Bejelentés a NAIH felé: Ha az incidens valdszinGsithetéen kockazattal jar a természetes
személyek jogaira és szabadsagaira nézve, az Adatkezel6 72 o6ran belil bejelenti a Nemzeti
Adatvédelmi és Informaciészabadsag Hatosagnal (NAIH). A NAIH felé tett bejelentés az alabbi
informaciokat tartalmazza:

a) az adatvédelmi incidens jellegének ismertetését, beleértve — ha lehetséges — az érintettek
kategoriait és hozzavetSleges szamat, valamint az incidenssel érintett adatok kategoridit és
hozzavetbleges szamat;

b) az adatvédelmi tisztvisel6 vagy a tovabbi tajékoztatast nyujtd egyéb kapcsolattartd nevét és
elérhetbségeit;



¢) az adatvédelmi incidensbdl eredd, valoszintsithet kovetkezmények ismertetését;

d) az adatkezel6 altal az adatvédelmi incidens orvoslasara tett vagy tervezett intézkedések
ismertetését, beleértve adott esetben az incidensbdl eredd esetleges hatranyos kévetkezmények
enyhitését célz6 intézkedéseket.

Amennyiben az Osszes informaciot nem lehetséges egyidejileg szolgaltatni, azok indokolatlan
késedelem nélkiil, szakaszosan is kézolhet6k.

Erintettek tajékoztatasa: Ha az adatvédelmi incidens val6szinGsithetGen magas kockazattal jar a
természetes személyek jogaira és szabadsigaira nézve, az Onkorményzat indokolatlan késedelem
nélkil tdjékoztatja az érintetteket az incidensrél. Nem sziikséges az érintetteket tajékoztatni,
amennyiben a kévetkez6 feltételek barmelyike teljestil:

a) az Adatkezel6 megfelel6 technikai és szervezési védelmi intézkedéseket hajtott végre, és ezeket
az intézkedéseket az adatvédelmi incidens altal érintett adatok tekintetében alkalmaztik, kiléndsen
azokat az intézkedéseket — mint példaul a titkositas alkalmazasa —, amelyek a személyes adatokhoz
val6 hozzaférésre fel nem jogositott személyek szamara értelmezhetetlenné teszik az adatokat;

b) az Adatkezel6 az adatvédelmi incidenst kévetéen olyan tovabbi intézkedéseket tett, amelyek
biztositjak, hogy az érintett jogaira és szabadsagaira jelentett magas kockazat a tovabbiakban
valészinasithetéen nem valosul meg;

c) a tajékoztatas aranytalan eréfeszitést tenne sziikségessé.

Ilyen esetekben az érintetteket nyilvanosan kozzétett informaciok utjan kell tajékoztatni, vagy olyan
hasonl6 intézkedést kell hozni, amely biztositja az érintettek hasonléan hatékony tajékoztatasat

Incidens kezelése és intézkedések: Az incidens elharitasa, a tovabbi incidensek megel6zése

érdekében sziikséges intézkedések megtétele.

Nyilvantartas vezetése: Az Adatkezel6 nyilvantartast vezet az adatvédelmi incidensekrdl. z
incidensekrdl vezetett nyilvantartas tartalmazza az adatvédelmi incidenshez kapcsol6do tényeket,
annak hatasait és az orvoslasara tett intézkedéseket, lehetévé téve ezaltal a feligyeleti hatésag
szamara az e cikk kovetelményeinek valé megfelelés ellen6rzését.

11. Adatvédelmi hatasvizsgalat

Amennyiben egy tervezett adatkezelési mivelet — kiilondsen 4j technologiak alkalmazasa, vagy
jellegére, hatokorére, korilményeire és céljaira tekintettel — valdszintsithetéen magas kockazattal
jar a természetes személyek jogaira és szabadsagaira nézve, az Adatkezel6 az adatkezelés
megkezdése el6tt adatvédelmi hatasvizsgalatot (a tovabbiakban: hatasvizsgalat) végez. A magas
kockazat fennallasat kilonésen a GDPR 35. cikk (3) bekezdésében, valamint a Nemzeti
Adatvédelmi és Informacidszabadsag Hatésag (NAIH) altal kézzétett, kotelezGen hatasvizsgalat-
koteles muveletek listajaban foglaltak alapjan kell besorolni.

A hatasvizsgalatnak a GDPR 35. cikk (7) bekezdése alapjan legalabb az alabbiakat kell tartalmaznia:
a) a tervezett adatkezelési maveletek és célok rendszerezett leirasa;

b) a miveletek szitkségességének és aranyossaganak vizsgalata;
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c) az érintettek jogait és szabadsagait érinté kockazatok értékelése;

d) a kockazatok kezelésére, a személyes adatok védelmének biztositasara és a megfelelés igazolasara

tervezett intézkedések, garanciak és mechanizmusok.

Ha a hatasvizsgalat megallapitja, hogy az adatkezelés az Adatkezel6 altal a kockazatok mérséklésére
tett intézkedések nélkil magas kockazattal jarna, az Adatkezel6 a GDPR 36. cikke alapjan az
adatkezelés megkezdése el6tt elézetes konzultaciot kezdeményez a NAIH-nal.

12. A szabalyzat feliilvizsgalata és modositasa

Jelen szabalyzat feltlvizsgalatara legalabb évente egyszer, vagy jogszabalyi valtozasok, technikai
fejlédés, illetve az Adatkezel6 adatkezelési gyakorlatanak véltozasa esetén kertl sor. A
modositasokrdl az érintett munkatarsakat tajékoztatni kell.

13. Zaro6 rendelkezések

A jelen szabalyzatban nem szabalyozott kérdésekben a GDPR, az Infotv. és egyéb vonatkozé
jogszabalyok rendelkezései az iranyadoak.

Kelt: Budapest Hegyvidék, 2025. 07. 28.



